REGIONALNE CENTRUM
[IWIODAWSTWA | KRWIOLECZNICTWA
26.734 Kielce, ul. Jagiellonska 66

tel. 41 34521 14

Procedura zgloszen wewnetrznych
naruszeh prawa i podejmowania dzialan nast¢pczych

§ 1.
Zakres regulacji
1. Niniejsza procedura okre§la zasady ochrony sygnalistow zglaszajgcych lub ujawniajacych
publicznie informacje o naruszeniach prawa; tryb zglaszania wewnetrznych naruszen prawa
i podejmowania dziala nastepezych w Regionalnym Centrum Krwiodawstwa i Krwiolecznictwa
w Kielcach (dalej: Regionalne Centrum) wynikajacych z Ustawy z dnia 14 czerwca 2024 r.
0 ochronie sygnalistow (Dz.U.z2024 r., poz. 928), ktéra wdraza dyrektywe Parlamentu
Europejskiego i Rady (UE) 2019/1937 z dnia 23 pazdziernika 2019 r. w sprawie ochrony 0s6b
zglaszajacych naruszenia prawa Unii (Dz. Urz. UE L 305 z 26.11.2019, str. 17, Dz. Urz. UE L347
720.10.2020, str. 1, Dz. Urz. UE L 265 z 12.10.2022, str. 1 oraz Dz. Urz. UE L 150 z 09.06.2023,
str. 40).
2. Procedura zostata ustalona po konsultacjach z zaktadowg organizacjg zwiazkows.
§ 2.
Definicja naruszenia
1. Naruszeniem prawa jest dziatanie lub zaniechanie niezgodne z prawem lub majace na celu obejscie
prawa, dotyczace:
1) korupcji;
2) zamoéwien publicznych;
3) ushug, produktéw i rynkéw finansowych;
4) przeciwdziatania praniu pienigdzy oraz finansowaniu terroryzmu;
5) bezpieczefistwa produktéw i ich zgodnosci z wymogami;
6) bezpieczenstwa transportu;
7) ochrony $rodowiska;
8) zdrowia publicznego;
9) ochrony konsumentow;
10) ochrony prywatnosci i danych osobowych;
11) bezpieczenstwa sieci i systemow teleinformatycznych;
12) intereséw finansowych Skarbu Paristwa Rzeczypospolitej Polskiej, jednostki samorzadu
terytorialnego oraz Unii Europejskiej;
13) rynku wewnetrznego Unii Europejskiej, w tym publicznoprawnych zasad konkurencji
i pomocy parstwa oraz opodatkowania osob prawnych.
14) konstytucyjnych wolnoéci i praw czlowieka i obywatela — wystepujace w stosunkach
jednostki z organami wladzy publicznej i niezwigzane z dziedzinami wskazanymi w pkt 1—
13.
2. Naruszeniem moze by¢ takze dziatanie lub zaniechanie niezgodne z regulacjami wewngtrznymi
oraz standardami etycznymi, obowigzujacym w Regionalnym Centrum.
§ 3.
Definicja sygnalisty
1. Sygnalista jest osoba fizyczna, ktéra zgtasza lub ujawnia publicznie informacjg o naruszeniu prawa
uzyskang w kontekscie zwigzanym z pracg, w tym:



1) pracownik;

2) pracownik tymczasowy;

3) osoba $wiadczgca prace na innej podstawie niz stosunek pracy, w tym na podstawie umowy
cywilnoprawnej;

4) przedsigbiorca;

5) czlonek organu osoby prawnej lub jednostki organizacyjnej nieposiadajacej osobowosci
prawnej;

6) osoba swiadczgca prace pod nadzorem i kierownictwem wykonawcy, podwykonawcy lub
dostawcy;

7) stazysta;

8) wolontariusz;

9) praktykant.

2. Procedurg stosuje si¢ takze do osoby fizycznej, o ktérej mowa w ust. 1, w przypadku zgloszenia
lub ujawnienia publicznego informacji o naruszeniu prawa uzyskanej w kontekécie zwiazanym
z pracg przed nawigzaniem stosunku pracy lub innego stosunku prawnego stanowiacego podstawe
swiadczenia pracy lub ushug lub petnienia funkcji w Regionalnym Centrum lub na rzecz tego
podmiotu lub juz po ich ustaniu.

§ 4.
Pelmomocnik sygnalistow
1. Za przyjmowanie zgloszenl naruszenia i podejmowanie dziataii nastepczych odpowiada
wyznaczony w drodze zarzgdzenia Dyrektora Regionalnego Centrum pracownik — zwany dalej
Pelomocnikiem sygnalistow.
2. Dyrektor Regionalnego Centrum w drodze zarzgdzenia wyznacza Zastepcg Pelnomocnika
sygnalistéw, ktéry wykonuje czynnodci Pelnomocnika sygnalistow podczas jego nieobecnosci.
3. Pelmomocnik sygnalistéw oraz jego zastgpca, wykonujac powierzone zadania, podlegaja
bezpoérednio Dyrektorowi Regionalnego Centrum.
4. Do zadan Pemomocnika sygnalistéw nalezy w szczegdlnosci:
1) przyjmowanie zgloszen;
2) prowadzenie rejestru zgloszen;
3) bezstronne rozpatrzenie kazdego zgloszenia, w tym prowadzenie niezbgdnej korespondencji;
4) okreslenie propozycji dziatan nastgpezych lub dyscyplinujgcych;
5) okreslenie rekomendacji dotyczacych dziatan zapobiegawczych.
§5.
Sposoby dokonywania zgloszen wewnetrznych przez sygnaliste
1. Zgloszen wewnetrznych mozna dokonywac:
1) ustnie, podczas bezpoéredniego spotkania, zorganizowanego na wniosek sygnalisty
z Pelnomocnikiem sygnalistéw w terminie 14 dni od dnia otrzymania takiego wniosku -
dokumentowanego w formie wypeienia karty zgloszenia wewnetrznego, stanowigcego
Zatacznik Nr 1 do regulaminu. W celu uméwienia terminu spotkania konieczny jest kontakt
mailowy: sygnalista@rckik-kielce.com.pl,
2) elektronicznie na adres e-mail: sygnalista@rckik-kielce.com.pl,
3) pisemnie,
a) pocztg wewnetrzng lub zewngtrzng, w zamknigtej kopercie opatrzonej napisem ,,Poufne-
nie otwiera¢. Zgtoszenie wewnetrznego naruszenia prawa’;



b) poprzez wrzucenie pisma do skrzynki na listy zamieszczonej w budynku Regionalnego
Centrum w Kielcach na I pigtrze obok pokoju 304, ktérej zawarto$¢ oprézniana jest
codziennie.

2. Zgloszenie powinno zawiera¢ w szezegolnosci:

1) dane sygnalisty (imi¢ i nazwisko, stanowisko, adres, adres mailowy, numer telefonu),

2) date i miejsce sporzadzenia zgloszenia,

3) opis naruszenia,

4) dane osoby, ktérej dotyczy zgloszenie,

5) ewentualne dowody potwierdzajgce opisany stan faktyczny oraz wszelkie inne
informacje majace zwiazek ze zgloszeniem, w tym ewentualne dokumenty,

6) wskazanie preferowanego sposobu kontaktu zwrotnego, zapewniajacego zachowanie
zasady poufnosci.

3. Pelomocnik sygnalistéw moze przetwarzaé wszystkie dane osobowe przekazane w zgloszeniu
przez sygnaliste. Po otrzymaniu zgloszenia w ramach oceny wstgpnej Pemomocnik sygnalistow
weryfikuje niezbednoéé przekazanych danych osobowych i jesli stwierdzi, ze konkretne dane nie
maja znaczenia dla przyjecia zgloszenia lub podjecia dziatan nastgpczych usuwa je na zasadach
okre§lonych w ust. 4. Jeéli zgloszenie wymaga uzupelnienia Pelomocnik sygnalistow
w informacji zwrotnej potwierdzajacej przyjgcie zgloszenia lub w kolejnym pismie skierowanym
do sygnalisty informuje, ze przekazywane dane osobowe muszg opieraé si¢ na faktach
i bezpo$rednio wiazaé sig z przedmiotem zgloszenia.

§ 6.
Zgloszenia anonimowe
Zghoszenia anonimowe, w ktérych nie jest mozliwe ustalenie danych sygnalisty pozostawia si¢ bez
rozpoznania i nie stosuje si¢ do nich zasad wynikajacych z niniejszej procedury.
§7.
Rejestr zgloszen

1. Kazde przyj¢te zgloszenie podlega zarejestrowaniu w Rejestrze zgloszen.

2. Zaprowadzenie Rejestru zgloszef odpowiada Pelnomocnik sygnalistow.

3. Rejestr zgloszen powinien zawiera¢ co najmnie;:

1) numer zgloszenia;

2) przedmiot naruszenia prawa;

3) dane osobowe sygnalisty oraz osoby, ktérej dotyczy zgloszenie, niezbgdne do
identyfikacji tych oséb;

4) adres do kontaktu sygnalisty;

5) date dokonania zgloszenia;

6) informacje o podjetych dziataniach nastgpczych;

7) date zakonczenia sprawy.

4. Rejestr zgloszen jest prowadzony przy zachowaniu zasad poufnoéci. Zasady przetwarzania danych
osobowych pozyskanych w zwigzku ze zgloszeniem naruszenia uniemozliwiajg nieupowaznionym
osobom uzyskanie dostgpu do informacji objgtych zgtoszeniem oraz zapewniajg ochrone poufnosci
tozsamosci sygnalisty i osoby, ktdrej dotyczy zgloszenie.

5. Po otrzymaniu zgloszenia dane osobowe sg przetwarzane w zakresie niezbgdnym do przyjgcia
zgloszenia lub podjecia ewentualnego dziatania nastgpczego. Dane osobowe, ktére nie majg
znaczenia dla rozpatrywania zgloszenia, nie sg zbierane, a w razie przypadkowego zebrania sg
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niezwlocznie usuwane. Usuniecie tych danych osobowych nastepuje w terminie 14 dni od chwili
ustalenia, Ze nie majg one znaczenia dla sprawy.

Dane osobowe przetwarzane w zwiazku z przyjeciem zgloszenia lub podjeciem dziatan
nastgpczych oraz dokumenty zwigzane z tym zgloszeniem oraz informacje w rejestrze zgloszen
wewnetrznych sg przechowywane przez 3 lata po zakoficzeniu roku kalendarzowego, w ktérym
zakonczono dzialania nastgpcze, lub po zakoficzeniu postgpowan zainicjowanych tymi dziataniami.
Po uplywie okresu przechowywania Pelnomocnik sygnalistéw niszczy dane osobowe zawarte
w dokumentacji wewnetrznego postepowania wyjasniajacego, w tym dane zawarte w rejestrze
zgloszen przez fizyczna destrukcje nosnika danych lub trzykrotne nadpisanie noénika lub
anonimizuje dane osobowe pozbawiajac je cech identyfikujacych osoby fizyczne.

Z niszczenia lub anonimizacji Pelnomocnik sygnalistéw sporzadzaja protokét, (zatacznik nr 5)
przechowywany przez 2 lata, zawierajacy:

1) datg i miejsce zniszczenia lub anonimizacji danych osobowych;

2) metodg niszczenia lub anonimizacji;

3) wykaz niszezonych dokumentéw lub noénikéw wraz ze wskazaniem rodzajéw zapisanych na

nich danych osobowych
4) imie, nazwisko i stanowisko osoby dokonujacej zniszczenia;
5) podpis.
§ 8.
Falszywe zgloszenie

Zgtoszenie nieprawidtowosci moze by¢ dokonane wylacznie w dobrej wierze.
Zakazuje sie §wiadomego sktadania falszywych zgloszen nieprawidtowosci.
W przypadku ustalenia w wyniku wstgpnej analizy zgloszenia albo w toku postgpowania
wyjaséniajacego, iz w zgloszeniu nieprawidtowoéci §wiadomie podano nieprawde lub zatajono
prawde, zglaszajacy bedacy pracownikiem, moze zosta¢ pociagniety do odpowiedzialnosci
porzadkowej okreslonej w przepisach Kodeksu Pracy. Zachowanie takie moze byé rowniez
zakwalifikowane jako cigzkie naruszenie podstawowych obowiazkéw pracowniczych i jako takie
skutkowaé rozwigzaniem umowy o prace bez wypowiedzenia.
W przypadku zglaszajgcego, $wiadczacego na rzecz Regionalnego Centrum ustugi Iub
dostarczajgcego towary na podstawie umowy cywilnoprawnej, ustalenie dokonania falszywego
zgtoszenia nieprawidlowosci skutkowaé moze rozwigzaniem tejze umowy i definitywnym
zakoniczeniem wspélpracy pomiedzy stronami.
Niezaleznie od skutkéw wskazanych powyzej, zglaszajacy $wiadomie dokonujacy falszywego
zgloszenia nieprawidiowoséci moze zostaé pociagnigty do odpowiedzialnosci odszkodowawezej,
w przypadku wystapienia szkody po stronie Regionalnego Centrum zwiazanej z falszywym
zgloszeniem.
§9.
Przyjmowanie zgloszen wewnetrznych oraz podejmowanie dzialan nastgpezych w zwigzku ze
zgloszeniami
Po otrzymaniu zgloszenia Pelnomocnik sygnalistéw dokonuje wstepnej analizy zgloszenia pod
katem tego, czy informacje w nim zawarte umozliwiaja rozpatrzenie zgloszenia i podjgcie dalszych
dziatan nastepczych, a takze rejestruje zgloszenie w Rejestrze zgloszen.
2. Zgloszenie moze mieé charakter:
1) jawny, gdy sygnalista zgadza si¢ na ujawnienie swoich danych,



10.

11,
12.

13.

14.

2) zanonimizowany, gdy sygnalista nie zgadza si¢ na ujawnienie swoich danych i dane podlegaja
utajnieniu.
Pelnomocnik moze podjaé decyzj¢ o odstgpieniu od przeprowadzenia postgpowania
wyjaséniajacego w przypadku, gdy:
1) zgloszenie jest w oczywisty sposéb niewiarygodne,
2) niemozliwe jest uzyskanie informacji niezbgdnych do prowadzenia postgpowania
wyjasniajacego,
Jesli zgloszenie pozwala na przeprowadzenie weryfikacji jego zasadnoscei, a ponadto wedtug opisu
zgtoszenia zachodzi prawdopodobiefistwo wystgpienia nieprawidtowosci, nastgpuje wszezgcie
postepowania wyjasniajacego.
Pelomocnik sygnalistéw w terminie 7 dni od dnia jego otrzymania wysyla potwierdzenie przyjgcia
zgloszenia wewnetrznego, chyba ze sygnalista nie podat adresu do kontaktu, na ktory nalezy
przekazaé potwierdzenie. Dalsze czynnosci podejmowane sg bez zbgdnej zwloki.
W przypadku, gdy zajdzie taka konieczno$¢, Pemomocnik sygnalistéw moze wzywaé na
posiedzenie pracownikéw lub wspéipracownikéw, ktérzy mogg mie¢ zwigzek lub jakgkolwiek
wiedze w zakresie zgloszenia lub sygnaliste, w celu zlozenia wyjasnief. Na wniosek Pelnomocnika
sygnalistéw wszyscy pracownicy majg obowiazek stawi¢ sig na posiedzeniu oraz udostgpniaé
dokumenty i udzielaé¢ niezbednych informacji w celu ustalenia wszystkich okolicznosci zasadnosci
zgloszenia.
Czynnosci podejmowane przez Pelnomocnika sygnalistéw sg kazdorazowo utrwalane w formie
notatki stuzbowej. Wyjasnienia skladane przez wezwane osoby utrwalane sg w formie protokotu.
Po ustaleniu caloksztaltu stanu faktycznego Petnomocnik sygnalistow podejmuje decyzj¢ co do
zasadno$ci zgloszenia.
Jezeli w wyniku postepowania wyjasniajacego Pelnomocnik sygnalistéw uzna zgloszenie za
zasadne to:
1) formutuje propozycje dziatan naprawczych lub dyscyplinujgcych w stosunku do osoby, ktérej
dotyczy zgloszenie, ktéra dopuscita si¢ naruszenia lub zawiadamia organy scigania;
2) okre$la rekomendacje co do mozliwych dzialan zapobiegawczych majacych na celu
wyeliminowanie podobnych do opisanych w zgloszeniu naruszei w przysziosci.
W razie uznania zgloszenia za bezzasadne (nieznajdujace potwierdzenia) Petnomocnik oddala
zgloszenie, a nastegpnie przekazuje niezwlocznie sygnaliscie oraz osobie, ktdrej dotyczy zgtoszenie
informacje o dokonanym zgloszeniu oraz o przeprowadzone]j weryfikacji zgtoszenia i jej wynikach.
Od decyzji Pelnomocnika sygnalistéw nie przystuguje odwotanie.
Informacja zwrotna jest przekazywana sygnaliscie w terminie nieprzekraczajacym 3 miesigey od
dnia potwierdzenia przyjecia zgloszenia wewngtrznego lub — w  przypadku nieprzekazania
potwierdzenia, o ktérym mowa w pkt 5 — 3 miesigcy od uplywu 7 dni od dnia dokonania zgloszenia
wewnegtrznego. ‘
Sygnaliste nalezy kazdorazowo informowaé o okolicznosciach, w ktérych ujawnienie jego
tozsamosci stanie si¢ konieczne, np. w razie wszczgcia postgpowania karnego.
Pelmomocnik sygnalistéw rozpoznaje zgloszenie z nalezyts starannodcia, przy uwzglednieniu
zasady bezstronnosci i obiektywizmu, tak aby unikna¢ podjgcia decyzji na podstawie chybionych
i bezpodstawnych oskarzen, niemajacych potwierdzenia w faktach i zebranych dowodach oraz
z zachowaniem poszanowania godnosci i dobrego imienia pracownikéw i 0séb, ktérych zgloszenie
dotyczy.



§ 10.
Srodki ochrony

Sygnaliscie, osobie pomagajacej w dokonaniu zgloszenia, osobom powigzanym z sygnalistg
Regionalne Centrum zapewnia ochrong przed mozliwymi dziataniami odwetowymi.
Sygnalista, osoba pomagajaca, osoba powigzana z sygnalista w zgloszeniu kwalifikujg sie do
objecia ochrong pod warunkiem Ze mialy uzasadnione podstawy, by sadzi¢, ze bedace przedmiotem
zgltoszenia lub ujawnienia publicznego informacje na temat naruszen sg prawdziwe w momencie
dokonywania zgtoszenia lub ujawnienia publicznego i stanowia informacje o naruszeniu prawa.
Osoby, o ktérych mowa w ust. 1 podlegajg ochronie wytacznie w zakresie dokonanych zgtoszen.
Zapewniajac ochrone, o ktérej mowa w ust. 1 Regionalne Centrum w szczegdlnodei podejmuje
niezbedne $rodki, aby zakazaé wszelkich form dziatan odwetowych wobec 0séb, o ktérych mowa
w ust. 1, w tym w szczegdlnosci dziatan odwetowych podejmowanych w nastepujacych formach:

1) odmowy nawigzania stosunku pracy;

2) wypowiedzenia lub rozwigzania bez wypowiedzenia stosunku pracy;

3) odmowy zawarcia umowy o prace na czas okreslony lub umowy o prace na czas nieokreslony
PO rozwigzaniu umowy o pracg na okres probny, odmowy zawarcia kolejnej umowy o pracg
na czas okreslony lub odmowy zawarcia umowy o prace na czas nieokreslony po
rozwigzaniu umowy o prace na czas okresSlony — w przypadku gdy sygnalista miat
uzasadnione oczekiwanie, ze zostanie z nim zawarta taka umowa;

4) obnizenia wysokosci wynagrodzenia za prace;

5) wstrzymania awansu albo pominigcia przy awansowaniu

6) pominiecia przy przyznawaniu innych niz wynagrodzenie §wiadcze zwigzanych z pracg lub
obnizenia wysokosci tych §wiadczen;

7) przeniesienia na nizsze stanowisko pracy;

8) zawieszenia w wykonywaniu obowigzkéw pracowniczych lub stuzbowych;

9) przekazania innemu pracownikowi dotychczasowych obowigzkdw sygnalisty;

10) niekorzystnej zmiany miejsca wykonywania pracy lub rozkladu czasu pracy;

11) negatywnej oceny wynikéw pracy lub negatywnej opinii o pracy;

12) natozenia lub zastosowania §rodka dyscyplinarnego, w tym kary finansowej lub srodka o
podobnym charakterze;

13) przymusu, zastraszania lub wykluczenia;

14) mobbingu;

15) dyskryminacji;

16) niekorzystnego lub niesprawiedliwego traktowania;

17) wstrzymania udziatu lub pominigcia przy typowaniu do udziatu w szkoleniach podnoszacych
kwalifikacje zawodowe;

18) nieuzasadnionego skierowania na badania lekarskie, w tym badania psychiatryczne, chyba
7e przepisy odrebne przewidujg mozliwosé skierowania pracownika na takie badania;

19) dziatania zmierzajgcego do utrudnienia znalezienia w przysztosci pracy w danym sektorze
lub w danej branzy na podstawie nieformalnego lub formalnego porozumienia sektorowego
lub branzowego,

20) spowodowania straty finansowej, w tym gospodarczej, lub utraty dochodu,

21) wyrzadzenia innej szkody niematerialnej, w tym naruszenia ddébr osobistych,
w szczegdlnodei dobrego imienia sygnalisty.



§ 11.
Zgtoszenie do Rzecznika Praw Obywatelskich
oraz instytucji, organdw lub jednostek organizacyjnych UE

1. Informacja o naruszeniu prawa moze by¢ w kazdym przypadku zgloszona réwniez do Rzecznika
Praw Obywatelskich albo organéw publicznych oraz — w stosownych przypadkach — do instytucji,
organ6éw lub jednostek organizacyjnych Unii Europejskiej z pominigciem procedury zgloszen
wewnetrznych w trybie wlasciwym do dokonania takich zgioszen.

2. Informacja o naruszeniu prawa moze by¢ w kazdym przypadku zgloszona réwniez do Rzecznika
Praw Obywatelskich albo organu publicznego z pominigciem procedury zgloszen wewnetrznych.
Zgloszenie dokonane do Rzecznika Praw Obywatelskich lub organu publicznego z pominigciem
zgloszenia wewnetrznego nie skutkuje pozbawieniem Sygnalisty ochrony gwarantowanej
przepisami ustawy o ochronie sygnalistow.

§12.
Dane osobowe
a. Regionalne Centrum zapewnia zgodno$¢ przetwarzania danych osobowych w wewngtrznych
postepowaniach wyjasniajgcych z:

1) RODO, ustawa o ochronie danych oraz ustawg o ochronie sygnalistow;

2) wszelkimi innymi przepisami prawa majgcymi zastosowanie w konkretnym wewnetrznym
postepowaniu wyjasniajgcym.

Regionalne Centrum zapewnia poszanowanie podstawowych praw 1 wolnosci, a takze
uzasadnionych intereséw o0séb, ktérych dane dotycza.
§ 13.
Cele przetwarzania danych osobowych
Regionalne Centrum jako administrator w rozumieniu art. 4 pkt 7 RODO przetwarza dane osobowe
w procedurze zgloszen wewngtrznych w celu zapobiegania wystgpowaniu naruszen, w tym:
1) gromadzenia i przetwarzania zgloszen informacji o naruszeniu;
2) przeprowadzania niezbednych kontroli, wewnetrznych postgpowan wyjasniajacych,
postgpowan dowodowych i analizy materiatu dowodowego;
3) okreslenia dzialan nastgpczych, ktore nalezy podjaé w zwigzku ze zgloszeniem, w tym
zwigzanych z poprawg zarzadzania i zapewnieniem ladu organizacyjnego;
4) zapewnienia ochrony zainteresowanych oséb;

o

5) wykonywania lub obrony praw;
6) zarzadzania ryzykiem dotyczgcych naruszen;
7) zapewnianiu fadu organizacyjnego.
§ 14.
Podstawy prawne przetwarzania danych osobowych
1. Regionalne Centrum przetwarza nienalezgce do szczegdlnych kategorii dane osobowe sygnalistow,
0s6b, ktérych dotyczy zgloszenie, oséb pomagajacych w zgloszeniu, osdb powigzanych
z sygnalista, sSwiadkéw i pozostatych oséb:

1) w wykonaniu zadania realizowanego w interesie publicznym polegajacym na
przeciwdziataniu naruszeniom szkodzgcym temu interesowi w oparciu o art. 6 ust.1 lit. e
RODO;

2) na podstawie prawnie uzasadnionego interesu w oparciu o art. 6 ust. 1 lit. f RODO do
ustalenia, dochodzenia lub obrony roszczen;



3) zgody, o ktérej mowa w art. 6 ust. 1 lit. a RODO - w przypadku gdy sygnalista udziela zgody
na ujawnienie jego tozsamos$ci jako czynnosci przetwarzania danych osobowych pod
warunkiem, ze zgoda jest wyrazna, dobrowolna, konkretna, §wiadoma i jednoznaczna,
a wycofanie zgody nie wplywa na zgodnos¢ z prawem przetwarzania, ktérego dokonano na
podstawie zgody przed jej wycofaniem.

2. Regionalne Centrum przetwarza dane osobowe szczegdlnych kategorii na jednej z podstaw
wskazanych w ust. 1 pkt. 1 — 2 i jednoczesnie:

1) ze wzgleddw zwigzanych z waznym interesem publicznym polegajacym na
przeciwdziataniu naruszeniom szkodzgcym temu interesowi w oparciu o art. 9 ust. 2 lit. g
RODO;

2) do ustalenia, dochodzenia lub obrony roszczen lub w ramach sprawowania wymiaru
sprawiedliwosci przez sady w oparciu o art. 9 ust. 2 lit. f RODO;

3) gdy osoba, ktérej dane dotyczg w sposdb oczywisty upublicznita dotyczace jej dane osobowe
w oparciu o art, 9 ust. 2 lit. e RODO;

Regionalne Centrum moze opiera¢ przetwarzanie na podstawach innych niz wymienione w ust. 1
i2, jesli uzasadniaja to okolicznosci prowadzonego wewnetrznego postgpowania wyjasniajgcego,

;

w szczegblnosei gdy przetwarzanie jest niezbedne do ochrony zywotnych intereséw osoby, ktérej
dane dotycza w oparciu o art. 6 ust. 1 lit. d RODO w zwiazku z art. 9 ust. 2 lit. ¢ RODO.
Regionalne Centrum przetwarza dane osobowe dotyczace wyrokéw skazujacych i naruszen prawa
na podstawie art. 6 ust. 1 lit. ¢ w zwigzku z art. 10 RODO wytacznie gdy przepisy prawa umozliwia
Regionalnego Centrum przetwarzanie takich danych osobowych.
§ 15.
Obowigzek podania danych osobowych i katalog danych osobowych identyfikujacych sygnaliste
i osobe, ktorej zgloszenie dotyczy
1. Sygnalista podaje dane osobowe:
1) pozwalajgce na jego identyfikacje obejmujgce:
a) imie i nazwisko lub inne dane identyfikacyjne, w tym miejsce pracy, stanowisko lub
funkcja;
b) adres do kontaktu: adres korespondencyjny lub adres poczty elektronicznej inny niz adres
poczty elektronicznej z serwera pocztowego Regionalnego Centrum
2) pozwalajace na identyfikacje osoby, ktorej dane dotycza, o ile jest to mozliwe;
3) informacje o okolicznosciach naruszenia.

2. Dane osobowe 0sdb trzecich, 0séb pokrzywdzonych naruszeniem, $wiadkéw sg przetwarzane
w zakresie niezbednym do osiggniecia celéw przetwarzania okreslonych w § 13.

3. Podanie danych osobowych jest obowiazkowe i niezbedne dla wykonania zadania publicznego
wynikajgcego z przepiséw prawa oraz z tej procedury jako wewngtrzzaktadowego aktu prawa
pracy, z tym zastrzezeniem, Ze decyzj¢ dotyczacg przekazania konkretnych danych osobowych
podejmuje sygnalista. Niepodanie danych osobowych pozwalajacych na identyfikacj¢ sygnalisty
uniemozliwia prowadzenie postepowania wyjasniajacego i skutkuje odmowg jego wszczgcia.

4, Pemomocnik sygnalistéw czuwa nad jakodcia danych osobowych, w szczegdlnosci zapewniajge
przez caly okres przetwarzania, ze dane osobowe sg dokladne i aktualne.



§ 16.
Okres przechowywania i dalsze przechowywanie danych zanonimizowanych
Dane osobowe pozyskane i dalej przetwarzane na podstawie procedury zgloszef wewngtrznych sa
przechowywane przez okres wskazany w § 7 ust. 6. Dotyczy to rowniez danych zawartych
w informacjach o naruszeniach prawa, co do ktérych Petnomocnik sygnalistéw odméwil wszezecia
postepowania, w szczegélnosci zgtoszonych w zlej wierze.
Regionalne Centrum moze przetwarza¢ dane osobowe pozyskane w wewnetrznym postgpowaniu
wyjasniajacym dtuzej niz przez okres niezbgdny do osiagnigeia celu przetwarzania wylgcznie
w formie zanonimizowanej niepozwalajacej na ich powigzanie ze zidentyfikowang lub mozliwa do
zidentyfikowania osobg fizyczng.
Dane zanonimizowane mogg by¢ przechowywane przez czas nieokreslony i wykorzystywane
woelach statystycznych, szkoleniowych, poprawy zarzadzania i zapewnienia tadu
organizacyjnego.
§17.
Ponowne wykorzystanie danych osobowych zebranych i dalej przetwarzanych w ramach
wewnetrznych postepowan wyjasniajacych
Dane osobowe zebrane w wewnetrznych postepowaniach wyjasniajgcych moga by¢ ponownie
wykorzystywane w celach zgodnych z celami wymienionymi w § 13 przy zapewnieniu
przestrzegania zasad ochrony danych osobowych okreslonych w art. 5 RODO.
Ponowne wykorzystanie danych osobowych do celéw obrony praw Regionalnego Centrum
w zwiazku z postepowaniem sadowym dotyczacym zgloszenia stanowi cel zgodny z celami
okreslonymi w § 13.
§ 18.
Informowanie 0séb, ktorych dane osobowe dotycza
Regionalne Centrum informuje o przetwarzaniu danych wszystkie osoby zwigzane ze zglaszang
informacja o naruszeniu:
1) sygnalistg;
2) osobe, ktérej zgloszenie dotyczy;
3) osoby trzecie;
4) swiadkow;
5) inne osoby, w tym czionkéw personelu.
Regionalne Centrum przekazuje sygnaliscie informacje o przetwarzaniu danych osobowych:
1) przy zatrudnieniu, przekazujac klauzule informacyjng lub wraz przekazaniem informacji
o zasadach korzystania
2) zwewnetrznych kanalow zgloszeri na etapie wprowadzania procedury zgtoszen wewngtrznych
lub przy pierwszym kontakcie z osobami, ktére moga by¢ sygnalistami, w tym przy zawieraniu
umoéw cywilnoprawnych, lub
3) przed otrzymaniem zgloszenia, dofgczajac do karty zgloszenia informacji o naruszeniu klauzulg
informacyjng oraz na stronie internetowej Regionalnego Centrum lub w chwili przyjgcia
zgloszenia, przy czym w przypadku zgloszenia telefonicznego na poczgtku rozmowy
Pelnomocnik sygnalistéw syntetycznie informuje o zasadach przetwarzania danych osobowych,
w tym o administratorze oraz celach przetwarzania i odsyta do petnej klauzuli informacyjnej
umieszczonej na stronie internetowej Regionalnego Centrum.



Klauzula informacyjna przekazywana sygnaliscie zawiera wszystkie informacje wymagane w art.
13 RODO, w tym informacje o uczestnikach postgpowania, ktérym dane osobowe beda
udostepniane (potencjalni odbiorcy lub ich kategorie) oraz opis skutkéw naduzycia procedury
w przypadku ziozenia przez sygnaliste falszywego zgloszenia, przy czym informacje
0 przetwarzaniu moga by¢ przekazywane warstwowo z odestaniem do procedury zgloszen
wewnetrznych lub klauzuli informacyjnej na stronie internetowe;.

Osoba, ktérej zgtoszenie dotyczy, osoby wymienione w zgloszeniu, $wiadkowie oraz inne osoby,
ktérych dane Regionalne Centrum pozyskalo nie bezposrednio od nich sa informowane o
przetwarzaniu danych osobowych w rozsadnym terminie nie pdzniej niz w terminie miesigca od
pozyskania danych osobowych lub przy pierwszej komunikacji. Klauzula informacyjna
przekazywana osobom wskazanych w zdaniu poprzednim nie zawiera informacji o Zrédie
pochodzenia danych osobowych, chyba ze sygnalista nie spetnia warunkéw do objecia go ochrong
albo wyrazit wyrazng zgode na ujawnienie swojej tozsamosci.

Swiadkowie sg informowani o przetwarzaniu nie pézniej niz przed przystapieniem do rozmowy
wyjasniajace;.

Jesli udzielenie informacji, o ktérych mowa w art. 14 RODO osobie, ktérej zgloszenie dotyczy
moze uniemozliwi¢ lub powaznie utrudni¢ realizacje celéw przetwarzania danych osobowych
w ramach wewngtrznego postgpowania wyjasniajacego, w szczegdlnosei moze zagrozié zdolnosei
Regionalnego Centrum do skutecznego zbadania zgloszonych zarzutéw lub zebrania niezbednych
dowodéw lub skutkowaé wysokim ryzykiem naruszenia praw i wolnosci innych os6b, udzielenie
informacji o przetwarzaniu moze zosta¢ odroczone, przy czym okres odroczenia udzielenia
informacji jest ustalany indywidualnie i uzalezniony od okolicznosci konkretnego przypadku.
Inne osoby, niebedgce osobami trzecimi, sg informowane o przetwarzaniu, chyba ze:

1) wiaze sig to z nieproporcjonalnie duzym wysitkiem;

2) stanowi bardziej inwazyjng operacjg przetwarzania niz pierwotne przetwarzanie — Regionalne
Centrum nie pozyskuje danych osobowych, zeby spelmi¢ obowiazek informacyjny, o ktérym
mowa w art. 14 RODO.

Pelnomocnik sygnalistéw dokonuje indywidualnej oceny, czy przekazanie informacji
o przetwarzanie wigze si¢ z nieproporcjonalnie duzym wysitkiem i dokumentuje wyniki oceny.

§ 19,
Prawa osob, ktorych dane dotycza i ich ograniczenia

Za realizacje praw przyshugujacych osobom, ktérych dane dotycza odpowiada Pelnomocnik
sygnalistéw, ktérzy moga zwréci¢ si¢ inspektora danych o pomoc w sprawach dotyczacych
realizacji tych praw.

Kazda osoba, ktérej dane osobowe sg lub byly przetwarzane w wewnetrznych postgpowaniach
wyjaéniajacych, w szczegOlnosci sygnalista, domniemane ofiary, osoby, ktérych dotyczy
zgloszenie, S$wiadkowie i osoby wystuchiwane w toku wewngtrznego postgpowania
wyjadniajacego oraz osoby trzecie ma prawo dostepu do nich zgodnie z art. 15 RODO, prawo do
sprostowania zgodnie z art. 16 RODO, prawo do usunigcia danych zgodnie z art. 17 RODO, prawo
do ograniczenia zgodnie z art. 18 RODO, prawo do sprzeciwu z przyczyn zwigzanych z jej
szczegollng sytuacjg zgodnie z art. 21 RODO oraz prawo do skargi do Prezesa Urzedu Ochrony
Danych Osobowych jako organu nadzorczego. Prawo do przenoszenia danych nie przystuguje.
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10.

11,

12.

Przy ocenie zadania dostgpu do danych osobowych i wydania ich kopii Pelnomocnik sygnalistéw
uwzglednia status wnioskodawey w wewngtrznym postgpowaniu wyjasniajacym, w szczegdlnosei
czy z Zadaniem dostgpu wystapil sygnalista, osoba, ktérej zgloszenie dotyczy, §wiadek, osoba
trzecia, oraz etap postgpowania.
Informacja o przetwarzaniu danych osobowych przekazywana na podstawie art. 15 RODO nie
zawiera informacji o zrédle pochodzenia danych, chyba ze sygnalista nie spetnia warunkéw do
objecia ochrong albo udzielil wyraznej zgody na ujawnienie swojej tozsamosci.
Przed udostgpnieniem dokumentéw lub informacji dane osobowe sygnalisty, osoby, ktorej
zgloszenie dotyczy, §wiadkow, osob trzecich sg usuwane z dokumentéw, anonimizowane lub
podlegaja pseudonimizacji, chyba ze:

1) sygnalista wyrazi zgode na takie ujawnienie;

2) sygnalista ztosliwie zlozy falszywe zgloszenie;

3) jest to wymagane przez jakiekolwiek péZniejsze postgpowanie prowadzone przez

organy wiadzy publiczne;j.

Oséwiadczenie jest zlodliwie ztozone, jesli sygnalista zgtasza informacje, o ktérych wie, ze sa
nieprawdziwe. Cigzar dowodu zlodliwosci zgtoszenia spoczywa na Petnomocniku sygnalistow.
Pelnomocnik sygnalistéw nie uwzglednia w wydawanej wnioskodawcy kopii danych osobowych
podlegajacych przetwarzaniu danych osobowych, ktérych ujawnienie przez udostgpnienie
mogloby niekorzystnie wptynaé na prawa i wolnosci innych oséb, w szczegdlnosci pozwala¢ na
ustalenie tozsamosci sygnalisty lub osoby, ktdre]j zgloszenie dotyczy albo, jesli ryzyko identyfikacji

jest wysokie i nie da si¢ go zmniejszy¢ przez zastosowanie srodkéw, o ktérych mowa w ust. 5,
odracza wydanie kopii, na niezbedny okres, nie dluzej niz do zakorczenia wewngtrznego
postepowania wyjasniajacego, informujac o tym wnioskodawcg z podaniem powodéw odroczenia.
Skorzystanie z prawa do sprostowania jest dopuszczalne wylacznie w celu sprostowania danych
faktycznych, ktérych prawdziwos¢é merytoryczna moze zostaé zweryfikowana na podstawie
jednoznacznych dowodéw, bez usuwania lub zastgpowania pierwotnie zebranych danych
osobowych, w tym blednych. Sprostowaniu nie podlegaja opinie, chyba Ze sg oparte na
niepoprawnych danych, a takze opinie i analizy prawne.

Pelnomocnik sygnalistéw w imieniu Regionalnego Centrum odmawia uwzglednienia zgdania
sprostowania w szczegdlnosei, jesli jego uwzglgdnienie:

1) zmienialoby z mocg wsteczng elementy zawarte w zgloszeniu lub zebrane w trakcie

wewnetrznego postgpowania wyjasniajgcego;

2) utrudnialoby lub uniemozliwialoby odtworzenie historii zmian istotnych elementow

wewnetrznego postgpowania wyjasniajgcego.
Pelnomocnik sygnalistéw ocenia zasadnos$¢ zadania usunigcia danych osobowych na podstawie
warunkéw przewidzianych w art. 17 ust. 1 RODO.
Skorzystanie z prawa ograniczenia przetwarzania jest dopuszczalne pod warunkiem podania przez
wnioskodawce:

1) danych identyfikujgcych w celu weryfikacji uprawnienia do korzystania z tego prawa ;

2) okolicznosci wskazujgeych na istnienie jednej z podstaw okreslonych w art. 18 ust. 1 RODO.
Po wniesieniu sprzeciwu Pelnomocnik sygnalistéw dokonuje oceny czy prawnie uzasadnione
podstawy do przetwarzania danych osobowych sa nadrzedne wobec intereséw, praw i wolnosci
wnioskodawcy. Ocena jest dokonywana indywidualnie przy uwzglednieniu celéw przetwarzania
danych osobowych w wewngtrznych postgpowaniach wyjasniajacych.
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13.

14.

i3

Whiesienie sprzeciwu nie ogranicza przetwarzania danych — dane osobowe moga by¢ dalej
przetwarzane z uwagi na wazne wzgledy interesu publicznego Unii Europejskiej lub Polski.
Pelnomocnik sygnalistéw weryfikuje podstawe prawng przed zastosowaniem jakiegokolwiek
ograniczenia praw przystugujacych osobom, ktérych dane osobowe dotycza, a przed
zastosowaniem konkretnego ograniczenia przeprowadza i dokumentuje test konieczno$ci
i proporcjonalnosei ograniczenia.
Petnomocnik sygnalistéw opracowuje dwie wersje uzasadnienia zastosowania ograniczenia:
1) szczegblowe uzasadnienie na potrzeby prowadzonego postgpowania wyjasniajacego
przechowywane w dokumentacji postgpowania i niepodlegajace udostgpnieniu wnioskodawcey;
2) ogolne uzasadnienie udostepniane wnioskodawcey sformutowane w sposdb. uniemozliwiajacy
identyfikacje.
§ 20.
Ograniczenie udostepniania
Petnomocnik sygnalistéw indywidulanie ocenia mozliwos¢ udostgpnienia danych osobowych
i dokumentéw.
Dane osobowe i dokumenty moga by¢ przekazywane tylko gdy jest to konieczne do zgodnego
z prawem wykonywania zadan objetych kompetencjami odbiorcy.
§ 21.
Srodki organizacyjne i techniczne
Regionalne Centrum przestrzega zasad ochrony danych osobowych i dokumentuje ich
przestrzeganie, w tym rejestruje i opisuje czynnosci przetwarzania danych osobowych
wykonywane w wewnetrznych postgpowaniach wyjasniajacych w rejestrze czynnosci
przetwarzania danych osobowych.
Z uwzglednieniem pozostatych postanowien procedury, w ktérych okreslono szczegdtowe srodki
Regionalne Centrum wdraza i stosuje odpowiednie $rodki techniczne i organizacyjne w celu
zapewnienia poziomu bezpieczefistwa odpowiedniego do ryzyka zwiazanego z przetwarzaniem
w ramach procedury zgloszen wewnetrznych, zapewniajgc ochrong przed przypadkowym lub
niezgodnym z prawem zniszczeniem, utrata, modyfikacjg, nieuprawnionym ujawnieniem lub
dostepem do damych przesylanych, przechowywanych lub w inny sposéb przetwarzanych,
w szczeg6lnosei
1) zapewnia, ze pracownicy wykonujgcy czynno$ci w wewngtrznych postgpowaniach
wyjasniajgcych przestrzegaja zasad ochrony danych osobowych, w tym:
a) zbierajg i przetwarzaja dane osobowe wylacznie w zakresie i na zasadach okreslonych
w przepisach prawa,
b) informujg pracownikdéw, swiadkdw 1 inne zasoby o celu, zakresie i zasadach przetwarzania
danych osobowych gromadzonych w wewnetrznych postgpowaniach wyjasniajacych,
c) zbierajg i przetwarzajg wylacznie w prawem przewidzianym celu i powstrzymuja sie od
przetwarzania tych danych osobowych w innych celach niezgodnych z celem pierwotnym,
w jakim dane zostaly zebrane,
d) nie zbieraja i przetwarzaja danych osobowych zbednych i niezwigzanych z celem
prowadzenia wewnstrznych postepowan wyjasniajacych, a dane zakwalifikowane jako
zbedne usuwajg zgodnie z § 7 ust. 7,
¢) nie przechowuja danych osobowych po uplywie okresu ich przechowywania i dokonujg
ich regularnych przegladéw,
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2)

3)

4)

5)

6)

f) zabezpieczaja dokumentacje wewngtrznych postepowad wyj a$niajacych w postaci
papierowej lub elektronicznej przed zniszezeniem, uszkodzeniem lub utrata,

g) zabezpieczajg dokumentacj¢ wewngtrznych postgpowan Wyj asniajgcych prowadzong
w postaci papierowej lub elektronicznej przed dostgpem os6b nieupowaznionych;

éciéle ogranicza liczbg 0séb uprawnionych do dostgpu do danych osobowych zgodnie z zasadg

wiedzy koniecznej, w tym nadaje upowaznienia do przetwarzania danych osobowych;

wzmacnia obowiazek zachowania tajemnicy pracodawcy i ochrony danych osobowych przez

skladanie oéwiadczen o zachowaniu informacji uzyskanych podczas wewngtrznych postgpowan

wyjaéniajacych, w tym danych osobowych, w poufnosci, przez osoby majgce dostep do danych

osobowych;

przeprowadza rtegularne szkolenia dotyczace ochromy danych uwzgledniajagce specyfike

wewnetrznych postepowan wyjaséniajgcych;

przeprowadza regularne i dorazne sprawdzenia (audyty) w celu weryfikacji prawidtowosci

przetwarzania danych osobowych w wewngtrznych postgpowaniach wyjasniajgcych;

wykorzystuje:

a) pseudonimizacje przez zastgpienie danych osobowych pseudonimami,

b) szyfrowanie z zapewnieniem mozliwosci dostgpu w razie potrzeby (wspotdzielone klucze,
rejestrowanie i bezpieczne przechowywanie haset).

3. Pelomocnik sygnalistéw dokonuje regularnych przegladéw oceny ryzyka w celu oceny
skutecznosci wdrozonych érodkéw bezpieczefistwa i wprowadzenia nowych.

§83,

Zabezpieczenia dokumentacji wewnetrznych postepowan wyja$niajacych i bezpieczna

komunikacja

1. Pemomocnik sygnalistéw zabezpiecza dokumentacje wewngtrznych postgpowan wyjasniajacych
przez stosowanie zabezpieczen:

1)

2)

fizycznych, w szczegdlnosei przechowuje papierows dokumentacje wewngtrznych postgpowan
wyjasniajacych w zamykanych na klucz szafach w pomieszczeniu zamykanym na klucz lub
w inny odpowiedni sposdb;
technicznych, w szczegélnosci:
a) zapewniajacych poufnosé dokumentacji przez ograniczenie dostgpu do tej dokumentacji
tylko dla oséb upowaznionych, w tym:
— kontrole dostepu do systemow informatycznych przy wykorzystaniu hasla oraz
osobnych kont uzytkownikéw
— w przypadku gdy stacja robocza, na ktérej przechowywana jest dokumentacja jest
uzywana przez kilku pracownikéw,
— ograniczanie i sprawdzanie, kto ma dostgp do zgloszen i innych dokumentow
zebranych lub wytworzonych
— wramach postepowania, w tym rejestru zgloszen wewngtrznych,
— monitorowanie dostepu do zgtoszen niezaleznie od ich formy,
— regularne przegladanie praw dostgpu;
— ograniczenie mozliwosci wydruku,
b) zapewniajgcych integralno$é dokumentacji, chronigc dokumentacjg przed nieupowazniong
zmiang lub usunigciem,
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c) zapewniajacych kompletnos¢ dokumentacji, przechowujac dokumenty w jednym
wybranym miejscu na dysku stacji robocze;j,

d) zapewniajacych dostgpnos$¢ dokumentacji, w tym:

— prowadzenie i przechowywanie dokumentacji na nosniku dostosowanym do
zmieniajacego sie otoczenia,

— regularne wykonywanie kopii zapasowych plikéw skladajacych sie na te
dokumentacj¢ i weryfikowanie poprawnoéci ich wykonania przez odzyskiwanie
plikéw z tych kopii.

2. Komunikacja migdzy Pemomocnikiem sygnalistow, a innymi wyznaczonymi pracownikami
podejmujgcymi czynnosci w wewnetrznym postgpowaniu wyjadniajacym jest szyfrowana,
a z sygnalistg 1 osobami trzecimi, o ile wymog szyfrowania nie utrudni lub nie uniemozliwi kontaktu
z tymi osobami. Do kazdej wiadomosci przesylanej za posrednictwem poczty elektronicznej
zawierajace] zaszyfrowana tre$¢ zalacza sig krétka informacje, Ze tre$¢ wiadomosei jest poufna
i chroniona tajemnica wewnetrznego postgpowania wyjasniajacego wraz z zastrzezeniem, ze jezeli
odbiorca nie jest wladciwym adresatem wiadomosci, powinien poinformowaé o tym nadawce i trwale
te wiadomo$é usungg.

3. Pelomocnik sygnalistéw lub inny pracownik wyznaczony do podejmowania czynnosci
w wewngtrznych postepowaniach wyjasniajgcych za posrednictwem srodkéw komunikacji
elektroniczne] sg zobowiazani stosowaé odpowiednie do zidentyfikowanego ryzyka sSrodki
bezpieczenstwa, w szczegblnosci:

1) za kazdym razem sprawdzaé adres poczty elektronicznej adresata, w tym sprawdzi¢, czy
adresat jest znany;

2) zwracaC uwage na tres¢ wiadomosci, zwlaszcza jezeli otrzymana wiadomos$¢ pochodzi od
nieznanego nadawcy;

3) zachowaé ostrozno$é podczas korzystania z funkcji autouzupeniania oferowanej przez
system poczty elektronicznej, zeby uniknaé przypadkowego wybrania nieprawidlowego
adresu poczty elektronicznej;

4) zachowaé ostrozno$¢ przy korzystaniu z funkeji kopii (DW) i ukrytej kopii (UDW) w celu
zapewnienia, ze wiadomos¢ nie zostanie wystana niewtasciwemu odbiorcy;

5) unikaé uzywania danych osobowych lub poufnych informacji w temacie wiadomoscei;

6) zachowaé szczegblng ostroznoéé klikajac w linki lub otwierajac zatgczniki zamieszczone
w wiadomoéci — w przypadku pliku stanowiacego zatgcznik do widomosci przestanej
poczta elektronicznej przed jego otworzeniem podlega on weryfikacji oprogramowaniem
antywirusowym i przeciwko ztosliwemu oprogramowaniu (antimalware);

7) wnioskowaé do adresata o potwierdzenie otrzymania wiadomosci, chyba Ze z okolicznosci
wynika, Ze potwierdzenie nie jest wymagane;

8) skontaktowal sie, w razie uzasadnionych watpliwosci, z adresatem innym kanalem
komunikacji (np. telefonicznie);

9) wylaczyé automatyczne przegladanie i otwieranie wiadomosci e-mail;

10) wiaczy¢ filtrowanie spamu;

11) przesyla¢ oddzielnie zaszyfrowane informacje i hasto deszyfrujace;

12) sprawdzag pliki przed ich wystaniem;

13) zglasza¢ kazdg podejrzeng wiadomo$¢ z poczty elektronicznej pracodawey —
bezpoéredniemu  przetozonemu, informatykowi, inspektorowi ochrony danych,
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pelnomocnikowi do spraw bezpieczenstwa informacji lub jego zastgpcy, zapewniajgc
jednoczesnie poufnosé tozsamosci sygnalisty i osoby, ktérej zgloszenie dotyczy.

§ 23.
Przepisy koncowe
W sprawach nieuregulowanych niniejszg procedurg zastosowanie majg odpowiednie przepisy Ustawy
z dnia 14 czerwca 2024 r o ochronie sygnalistéw (Dz. U. z 2024 1., poz. 928).

KOMISJA ZAKLADOWA
NSZZ ,SOLIDARNOS(y ZEW
przy REGIONALNYM CENTRUM'SZZ

KRWODAWSTWA i KRWIOLECZNICTW,
w Kielcach artt

iczacY
lidarnose”

ntiej Ademczyk

Zwigzki zawodowe

Zataczniki:
Zal. or 1 - Karta zgloszenia wewngtrznego
Zak. nr 2 - Potwierdzenie przyjgcia zgloszenia wewngtrznego
Zal. nr 3 - Wzér rejestru zgloszenia wewngtrznego
Zal. nr 4 — Oswiadczenie pracownika o zapoznaniu sig z przepisami regulaminu.
Zat. nr 5 — Klauzula informacyjna — Sygnalisci
Zat. or 6 — Klauzula informacyjna - Inne niz sygnalisci osoby uczestniczace w wewngtrznych
postgpowaniu wyjasniajgcym
Zal. nr 7 - Protokét zniszezenia dokumentéw/nosnikéw zawierajacych dane osobowe
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Zalgcznik nr 1 do Regulaminu
zgloszen wewnetrznych naruszen prawa i podejmowania dzialan nastepczych
w Regionalnym Centrum Krwiodawstwa i Krwiolecznictwa w Kielcach

KARTA ZGLOSZENIA WEWNETRZNEGO

Data zgloszenia:

Imie i nazwisko:

Adres do korespondencji:

Miejsce pracy/komoérka organizacyjna:

Dane kontaktowe (e-mail, numer telefonu):

Preferowany sposéb kontaktu zwrotnego, zapewniajacego zachowanie zasady poufnosei:

Dane osoby, ktorej dotyczy zgtoszenie:

Data zaistnienia nieprawidtowosci/ naruszenia, data powzigcia wiadomoscei:




Opis przedmiotu naruszenia/zdarzenia: opis szczegétowo okolicznosei oraz sposéb w jaki
uzyskano o nim wiedzg, z uwzglednieniem oséb istotnych dla jego zaistnienia, wskazania
czasu i migjsca ,wskazanie potencjalnych swiadkéw (w tym os6b z ktérymi dokonujacy

zgloszenia kontaktowat si¢ w danej sprawie, inne istotne dla sprawy:

Wskazanie dowoddw istotnych dla sprawy:

Potencjalni §wiadkowie nieprawidtowosci:

Imie 1 Nazwisko $wiadka, stanowisko, miejsce pracy /komérka organizacyjna.

Oswiadczenie dokonujgcego zgtoszenia:

Os$wiadczam, ze dokonujgc niniejszego zgloszenia:

1. Dziatam w dobrej wierze.

2. Posiadam uzasadnione przekonanie, ze zawarte w ujawnionej informacji zarzuty sa
prawdziwe.

3. Ujawnione informacje sg zgodne ze stanem mojej wiedzy i ujawniam wszystkie znane
mi fakty i okolicznosci dotyczace przedmiotu zgtoszenia.

4. Znany jest mi Regulamin zgloszen wewnetrznych naruszen prawa i podejmowania
dziatan nastepczych w Regionalnym Centrum Krwiodawstwa i Krwiolecznictwa

w Kielcach.

Data i podpis zgtaszajacego




Zalgcznik nr 2 do Regulaminu
zgloszen wewnetrznych naruszen prawa i podejmowania dzialan nastepczych
w Regionalnym Centrum Krwiodawstwa i Krwiolecznictwa w Kielcach

Miejscowosé, data

Pan/Pani

.................................

.................................

(dane do kontakiu)

INFORMACJA
O POTWIERDZENIU PRZYJECIA ZGELOSZENIA

Na podstawie art. 25. ust.1 pkt 5 ustawy z dnia 14 czerwca 2024 r. 0 ochronie sygnalistow,
informuj¢ Pana/Panig, Zze dokonane przez Pana/Panig zgloszenie z dnia (data wphwu
zgloszenia) zostato przyjete.

Zgloszenie zostalo zarejestrowane pod numerem (numer zgloszenia).
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Zalgeznik nr 4 do Procedury

zgloszen wewnetrznych naruszen prawa i podejmowania dzialan nastepczych
w Regionalnym Centrum Krwiodawstwa i Krwiolecznictwa w Kielcach

Kielce, dm8 oviuis svminammns g

Oswiadczenie pracownika o zapoznaniu si¢ z przepisami Regulaminu
zgloszen wewnetrznych naruszen prawa i podejmowania dzialan nastepczych
w Regionalnym Centrum Krwiodawstwa i Krwiolecznictwa w Kielcach

O$wiadczam, ze zapoznalem si¢/zapoznatam si¢ z przepisami Regulaminu zgloszen
wewnetrznych naruszen prawa i podejmowania dziatan nastgpezych w Regionalnym Centrum
Krwiodawstwa i Krwiolecznictwa w Kielcach oraz okreslajgcego warunki objecia ochrong
pracownikow ujawniajgeych informacje o naruszeniach prawa (zarzgdzenie nr 11/2024 z dnia

17 wrzesnia 2024 1.) 1 zobowigzuj¢ si¢ do ich przestrzegania.

----------------------------------

(podpis pracownika)






1.

1)
2)

3)

10.

Zalgeznik nr 5 do Procedury

zgloszen wewnetrznych naruszen prawa i podejmowania dzialan nastepezych
w Regionalnym Centrum Krwiodawstwa i Krwiolecznictwa w Kielcach

Klauzula informacyjna
Sygnalisci

Administratorem Pani/Pana danych osobowych jest Regionalne Centrum Krwiodawstwa i Krwiolecznictwa
w Kielcach, ul. Jagielloniska 66, kod pocztowy 25-734 Kielce, adres e-mail sekretariat@rckik-kielce.com.pl
tel. 41-33-59-401.

Moze Pani/Pan kontaktowaé si¢ w sprawach zwiazanych z przetwarzaniem danych osobowych oraz z
wykonywaniem praw przyshigujacych na mocy RODO z Administratorem z wykorzystaniem powyzszych danych
teleadresowych lub z wyznaczonym u Administratora inspektorem ochrony danych na adres e-mail
przetargi@rckik-kielce.com.pl lub itereszezynski@rckik-kielce.com.pl
Pani/Pana dane osobowe beda przetwarzane w celach zwigzanych ze zglaszanymi informacjami o naruszeniu
prawa:

w wykonaniu zadania realizowanego w interesie publicznym polegajacym na przeciwdziataniu naruszeniom
szkodzacym temu interesowi w oparciu o art. 6 ust.1 lit. e w zwigzku art. 9 ust. 2 lit. g RODO;

na podstawie prawnie uzaszdnionego interesu w oparciu o art. 6 ust. 1 litt fRODO w zwigzku art. 9 ust. 2 lit. f
RODO do ustalenia, dochodzenia lub obrony roszczen;

na podstawie zgody, o ktérej mowa w art. 6 ust. 1 lit. a RODO - w przypadku gdy sygnalista udziela zgody na
ujawnienie jego tozsamoéci jako czynno$ci przetwarzania danych osobowych pod warunkiem, ze zgoda jest
wyrazna, dobrowolna, konkretna, $wiadoma i jednoznaczna, a wycofanie zgody nie wplywa na zgodno$¢ z
prawem przetwarzania, ktérego dokonano na podstawie zgody przed jej wycofaniem.

gdy je Pani/Pan w sposéb oczywisty upublicznita na podstawie o art. 9 ust. 2 lit. e RODO;

na podstawie przepiséw we przypadku danych dotyczacych wyrokéw skazujgcych i naruszed prawa zgodnie z art.
6 ust. 1 lit. C RODO w zwigzku z art. 10 RODO.

Pani/Pana dane osobowe bedg przetwarzane przez 3 lata od daty przyjecia zgloszenia.

Administrator zapewnia poufnosci Pani/a danych, w zwigzku z otrzymanym zgtoszeniem - w zwigzku z tym dane
moga byé udostepnione jedynie podmiotom uprawnionym do tego na podstawie przepiséw prawa, oraz
podmiotom, ktérym administrator powierzyt przetwarzanie danych.

Przystuguje Pani/Pan prawo zadania dostgpu do swoich danych osobowych, ich sprostowania danych osobowych,
usunigcia lub ograniczenia przetwarzania, a takze sprzeciwu ze wzglgdu na szczegélng sytuacje

Wyrazona zgode mozna wycofaé w dowolnym momencie. Cofhigcie zgody nie bedzie miato wplywu na zgodnosé
z prawem przetwarzania, ktérego dokonano na podstawie zgody przed jej cofnigciem.

Przystuguje Pani/Panu prawo wniesienia skargi na realizowane przez administratora przetwarzanie do Prezesa
Urzgdu Ochrony Danych Osobowych.

Podanie danych osobowych jest obowigzkowe i wynika z przepiséw prawa oraz z tej procedury jako
wewnatrzzakladowego aktu prawa pracy, z tym zastrzezeniem, ze decyzj¢ dotyczaca przekazania konkretnych
danych osobowych podejmuje sygnalista. Niepodanie danych osobowych pozwalajacych na identyfikacjg
sygnalisty uniemozliwia prowadzenie postgpowania wyjasniajacego i skutkuje odmowa jego wszczgcia.

Osoba podajgca §wiadomie nieprawdziwe informacje nie podlega ochronie i moze ponosi¢ odpowiedzialno§¢
porzadkows, cywilng, w tym odszkodowawcza, obejmujaca odszkodowanie i zado$¢uczynienie, deliktows, z
tytulu naruszenia dobr osobistych, z tytulu naruszenia autorskich praw osobistych, w tym za bezprawne
rozpowszechnienie wizerunku, korespondencji i naruszenie tajemnicy, administracyjng, w tym z tytulu naruszenia
ochrony danych osobowych i karng w tym za zniestawienie, falszywe oskarzenie, nielegalne uzyskanie informacji
lub bezprawne przetwarzanie danych osobowych.







Zatacznik nr 6 do Procedury
zgloszen wewnetrznych naruszen prawa i podejmowania dzialai nastepczych
w Regionalnym Centrum Krwiodawstwa i Krwiolecznictwa w Kielcach

Klauzula informacyjna
Inne niz sygnali§ci osoby uczestniczace w wewnetrznym postepowaniu wyjasniajagcym

Administratorem Pani/Pana danych osobowych jest Regionalne Centrum Krwiodawstwa i

Krwiolecznictwa w Kielcach, ul. Jagiellofiska 66, kod pocztowy 25-734 Kielce, adres e-mail

sekretariat@rckik-kielce.com.pl tel. 41-33-59-401.

Moze Pani/Pan kontaktowaé si¢ w sprawach zwigzanych z przetwarzaniem danych osobowych oraz z

wykonywaniem praw przystugujacych z administratorem z wykorzystaniem powyzej podanych danych

teleadresowych Iub z wyznaczonym inspektorem ochrony danych wysylajac mejl na adres e-mail

orzetargi@rckik-kielce.com.pl lub jtereszezynski@rckik-kielce.com.pl

Pani/Pana dane osobowe obejmujgce podstawowe dane identyfikacyjne i dane dotyczace Zycia

zawodowego sg przetwarzane w celach zwigzanych ze zglaszanymi informacjami o naruszeniu prawa:

1) w wykonaniu zadania realizowanego w interesie publicznym polegajgcym na przeciwdziataniu
naruszeniom szkodzgcym temu interesowi w oparciu o art. 6 ust.1 lit. e w zwigzku art. 9 ust. 2 lit. g
RODO;

2) na podstawie prawnie uzasadnionego interesu w oparciu o art. 6 ust. 1 lit, f RODO w zwigzku art. 9
ust. 2 lit. fRODO do ustalenia, dochodzenia lub obrony roszcze;

3) gdy je Pani/Pan w sposéb oczywisty upublicznita/upublicznit na podstawie o art. 9 ust. 2 lit. e
RODO;

4) na podstawie przepiséw we przypadku danych dotyczacych wyrokéw skazujacych i naruszen prawa
zgodnie z art. 6 ust. 1 lit. C RODO w zwigzku z art. 10 RODO.

Pani/Pana dane osobowe bedg przetwarzane przez 3 lata od daty przyjecia zgtoszenia.

Administrator zapewnia poufnosci Pani/a danych, w zwigzku z otrzymanym zgtoszeniem - w zwiazku z

tym dane mogg by¢ udostgpnione jedynie podmiotom uprawnionym do tego na podstawie przepiséw

prawa, oraz podmiotom, ktérym administrator powierzyt przetwarzanie danych.

Przystuguje Pani/Pan prawo Zgdania dostgpu do swoich danych osobowych, ich sprostowania danych

osobowych, usunigcia lub ograniczenia przetwarzania, a takze sprzeciwu ze wzgledu na szczegdlng

sytuacje.

Przystuguje Pani/Panu prawo wniesienia skargi na realizowane przez administratora przetwarzanie do

Prezesa Urzgdu Ochrony Danych Osobowych.







Zatgeznik nr 7 do Procedury
zgloszeri wewnetrznych naruszen prawa i podejmowania dzialan nastgpezych
w Regionalnym Centrum Krwiodawstwa i Krwiolecznictwa w Kielcach

miejscowosé, data
Protoké! zniszczenia dokumentéw/no$nikéw*
zawierajacych dane osobowe

1. Data i miejsce zniszczenia:

.............................................................................................................................................................

.............................................................................................................................................................

(opis)

............................................................................................................................................................

............................................................................................................................................................

(opis)

............................................................................................................................................................

............................................................................................................................................................

(opis)

............................................................................................................................................................

............................................................................................................................................................

5. Metoda anonimizacji:
O randomizacja:

............................................................................................................................................................

(opis)

............................................................................................................................................................

............................................................................................................................................................

(opis)

............................................................................................................................................................

............................................................................................................................................................

(opis)



O zamazywanie (blurring)

............................................................................................................................................................

(opis)

(opis)

............................................................................................................................................................

............................................................................................................................................................

............................................................................................................................................................

............................................................................................................................................................

(opis)

............................................................................................................................................................

............................................................................................................................................................

(opis)

............................................................................................................................................................

(opis)

............................................................................................................................................................

............................................................................................................................................................

(opis)

............................................................................................................................................................

............................................................................................................................................................

data i podpis osoby uczestniczqcej w czynnosci

*niepotrzebne skreslic



